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Next-generation technology and smart 
innovations for a more connected, 
keyless building experience.

SALTO Portable Programming 
Device - PPD800

Technical specifications:

PPD is the access control platform from SALTO 
enabling users to control and manage a greater range of 
applications than ever before. To perform routine tasks 
such as editing new user keys, setup the access control 
plan, run diagnostics on offline devices, or perform 
emergency openings in extreme situations and more, 
SALTO has developed a useful range of tools to make 
such tasks easier and faster.

Datasheet

Publications of SALTO SYSTEMS S.L. are protected by copyright and all rights are 
reserved.  SALTO SYSTEMS publications may not be reproduced in any form or 
by any means without written permission from the copyright owner.



T
E

C
H

N
IC

A
L

 S
P

E
C

IF
IC

A
T

IO
N

S
 -

 S
A

LT
O

 P
o

rt
ab

le
 P

ro
g

ra
m

m
im

g
 D

ev
ic

e-
 D

at
as

he
et

-P
P

D
80

0-
E

N
G

-0
6-

23

SALTO SYSTEMS I Acces Control Management Tools

TECHNICAL DATA: TECHNICAL DRAWING:

SALTO PLATFORMS:MAIN FEAUTURES:

Initialize the locks: The PPD permits to assign the 
basic data to each lock during 
the system set up, programming 
the information necessary for 
the start up. 

Electronic lock diagnostic: This permits to take the 
diagnostic status of the 
electronic locks, collecting data 
such as: Firmware version of the 
lock, its serial number, the lock 
available memory, the battery 
status, to which systems the 
lock belongs to, time and date 
of the lock.

Emergency openings: This allows the emeregency 
open of a door in the case that 
the key has been lost, when the 
lock is privacy mode, or if the 
locks battery life has expired 
and it’s not possible to do any 
electronic openings.

Collect audit: This collects all the events 
which has been made and 
recorded by the lock in order to 
download them to a PC to be 
analysed.

Update locks: This updates the lock with the 
latest access plan data for the 
optimum working of the sytem; 
time, cancelled keys blacklist.

Firmware update: This updates the lock firmware 
in order to enahce the 
performance and the reliability 
of the device by installing the 
latest firmware version.

SVN data-on-card •    

1 SALTO Space. On-premise access control platform.
 

1

Power supplied: 3 alkaline batteries - LR03 - AAA 
1,5V

Connection to XS4 2.0 product 
range:

contactless connection via NFC 
technology

Connection to lock: 3 PIN cable included
PC connection: USB, RS232
Languages: 14 different languages available 

(enabled through software)
Operating Temperatures: 0ºC /º80C

Use of radio frequency spectrum: ETSI EN 300 330 v2.1.1 (2017-
02)

Electromagnetic Compatibility: ETSI EN 301 489-1 v2.2.3 
(2019-11)
ETSI EN 301 489-3 v2.1.1 
(2019-03)

Safety requirements: EN 62368-1:2014 + AC:2015 + 
AC:2017 + A1:2017

CERTIFICATES:



T
E

C
H

N
IC

A
L

 S
P

E
C

IF
IC

A
T

IO
N

S
 -

 S
A

LT
O

 P
o

rt
ab

le
 P

ro
g

ra
m

m
im

g
 D

ev
ic

e-
 D

at
as

he
et

-P
P

D
80

0-
E

N
G

-0
6-

23

saltosystems 
.com

SALTO Systems.

Get in touch with our team. 

Give us a brief summary of your needs, your next project 
and we’ll get back to you.

Spain, UK, France, Germany, Switzerland, The 
Netherlands, Belgium, Poland, Slovakia,  Slovenia, 
Czech Republic, Denmark, Norway, Sweden, Finland, 
Italy, Portugal, US (NYC - Atlanta - LV), Canada, Mexico, 
Costa Rica, Colombia, Puerto Rico, Chile, UAE, India, 
South Africa, Singapore, China, Hong Kong, Korea, 
Vietnam, Australia, New Zealand.
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